
Protect your kids from online risks by teaching them how to safely 
navigate the internet and all the ways cybercriminals may target them. 

Do Don't 
• Do spend time having fun 

learning about cybersecurity and 
technology. 

• Do be respectful of others online. If 
you wouldn’t say it in person, you 
shouldn’t online. 

• Do go to a parent or guardian if 
you have questions or are unsure 
about something online. 

• Don’t share personal information 
online with anyone. 

• Don’t visit chat rooms without an 
adult’s permission.

• Don’t download or install anything 
on a computer without an adult’s 
permission. 

• Don’t click on pop-ups.

The Do’s and Don’ts of the Internet for Kids:

• Talk to your kids about cyber risks online  
and how to recognize them. 

• Have an open conversation about  
cyberbullying. 

• Teach them the warning signs of hackers  
and online predators.

• Teach them to be tech-savvy to keep them  
and your household safe.

Parent’s Cybersecurity To-Do List:

Internet Tips for Kids


