
1               . What makes a strong password?  

2               . What should you do if you get a suspicious email from someone you do not know?  

3               . Which of the following is an example of personal information you should NOT share online?  

4               . It's okay to tell your online friends your full name and personal information if      
  you have been chatting for a long time.   

5               . HTTPS websites are generally more secure than HTTP websites.   

6               . You should always have an adult’s permission before downloading apps or games online.  

7           . A ___________ is a type of software designed to protect your computer from viruses  
and malware.  

8           . You should never share your ____________ with anyone, not even your best friend.   

9                . If a website asks for your personal information, double-check to make sure it has a      
   _____________ in the URL, meaning it is secure.   

10. When using public Wi-Fi, you should avoid entering any ________________. 

Internet Safety Quiz

• 8-10 Correct Answers: Cyber Genius!  
   You’re great at staying safe online. 

•  5-7 Correct Answers: Cyber Smart – 
   You’re on the right track! 
   Just a little more practice and you'll be  
   an expert. 

• 0-4 Correct Answers: 
    Digital Detective in Training – 
    Time to brush up on your internet  
    safety knowledge! 

A) Your pet’s name 
B)  A combination of letters, numbers, and 

special characters 

C) Your birthday 
D) The word “password” 

A) Open it and click all the links 
B) Delete it or mark it as spam 

C) Reply to ask who they are 
D) Share it with your friends 

A) Your favorite color 
B) Your school’s name 

C) Your home address 
D) A picture of your pet 

•True       •False 

•True       •False 

•True       •False 

Answer Key: 1. B, 2. B, 3. C, 4. False, 5. True, 6. True, 7. Antivirus, 8.Password, 9. Lock Symbol, 10. Passwords or sensitive information

scoring guide


