ILIKE SAFETY CHECKLIST

Protect your kids from online risks by teaching them how to safely
navigate the internet and all the ways cybercriminals may target them.

e Don't share your name, address, e
phone number, or school name
online.

Keep your passwords private —
only share them with your parents.

Use a mix of letters, numbers, and
symbols in your passwords.

Avoid using common words or your
birthday as your password.

Think Before Gow Click Stag Smait Online

e Don't click on links or pop-ups 3
that look suspicious.

Be careful downloading apps
or files — ask an adult first!

Don't talk to people you don’'t know in
real life.

Never agree to meet someone you met
online without a parent or guardian.

{ell a Trusted fidull Keep Gpour Tech Secure

Talk to a parent or teacher if »
something online feels weird or
makes you upset.

Report any messages or posts
that make you uncomfortable.
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Log out of accounts when you're done
using a shared device.

Always update your device or apps to
stay safe.

Remember, not everything you read online is
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Be careful when sharing or believing
anything new online.
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