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WE CATCH WHAT YOUR SECURE EMAIL GATEWAY (SEG) MISSES

How often does Cofense detect a malicious email  
bypassing your SEG? 

SEG MINUTES

  Proofpoint EVERY 7 MINUTES

  Microsoft EVERY 7 MINUTES

  Symantec EVERY 11 MINUTES

  Cisco EVERY 12 MINUTES

  Mimecast EVERY 15 MINUTES

 In 2022, Cofense 
Intelligence identified 

a 478% 
increase in malicious 
credential phishing 
emails bypassing 
SEGs compared 
to 2021. 

 In 2022, 
Cofense 
Intelligence 
identified a 

44% 
increase 
in malware 
compared to 2021. 

COFENSE.COM

Cofense Intelligence saw a 626% YEAR-OVER-YEAR 
increase in emails detected and auto-quarantined from 
customers inboxes worldwide from 2021 to 2022.
This is the power of the Cofense Global Intelligence 
Network and real-time, crowdsourced data.

In 2022, Cofense 
provided analysis on 

phishing threats with a  

99.996% 
ACCURACY RATE.

On average in 2022,  
Cofense detected a  
malicious email every 2 MINUTES 
that bypassed a customer’s email 
security solution.

In 2022, Cofense Intelligence detected 569% MORE 
malicious phishing emails bypassing Secure Email 

Gateways compared to 2021.


